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Addendum for Access to Limited Access DMF Data 

Parties [                                   ] and all of 

its applicable affiliates that receive access to Limited 

Access DMF Data from LN (“Recipient”) 

The applicable affiliate of LexisNexis Risk Solutions that 

is  a party to any Contract (“LN”) 

Applicable Contract  Any agreement pursuant to which Recipient obtains 

products or services from LN, whether executed prior to 

or after this Addendum (each a “Contract”) 

Effective Date The date signed by Recipient below 

Future accounts   Check this box if this certification will apply to all 
future accounts 

Addendum No. (if required under the Contract)       

 

This Addendum (“Addendum”), dated as of the Effective Date, is for Access to Limited Access DMF Data, amends 

and supplements each Contract between LN and Recipient, and applies with respect to the Limited Access DMF data 

described herein only.  Unless notice is provided by LN otherwise, the term of this Addendum shall run in parallel to 

any Contract(s) under which Limited Access DMF is provided.    

The Parties agree as follows: 

I. Definitions.  For purposes of this Addendum, these terms are defined as follows: 

 

a. Agreement:  The Limited Access Death Master File Non-federal Licensee Agreement for Use and 

Resale executed by LexisNexis Risk Data Retrieval Services LLC, on behalf of itself, its affiliates and 

subsidiaries, and its and their successors, with the federal government (NTIS, as below defined).  The 

Agreement form is found at www.lexisnexis.com/risk/DMFDocuments. 

b. Certification Form: The Limited Access Death Master File Subscriber Certification Form executed by 

LexisNexis Risk Data Retrieval Services LLC, on behalf of itself, its affiliates  and subsidiaries, and its 

and their successors, with the federal government (NTIS, as below defined).  The Certification Form is 

found at www.lexisnexis.com/risk/DMFDocuments. 

c. DMF: The federal Death Master File.      

d. NTIS:  National Technical Information Service, U.S. Department of Commerce 

e. Open Access DMF: The DMF product made available through LN, which obtains the data from NTIS, 

and which does not include DMF with respect to any deceased individual at any time during the three-

calendar-year period beginning on the date of the individual’s death.  Open Access DMF data should not 

be accessed pursuant to this Addendum but should be accessed pursuant to a customer contract for 

such DMF data that is not Limited Access DMF. 

f. Limited Access DMF:    Limited Access DMF includes DMF data with respect to any deceased 

individual at any time during the three-calendar-year period beginning on the date of the individual’s 

death.  Limited Access DMF is made available through LN as a Certified Person, by NTIS.  This 

Addendum governs Recipient’s access to Limited Access DMF from LN (or the applicable LN affiliate), 

whether full or partial Limited Access DMF records or indicators of deceased status, and  via any 

format, including online, XML feed, or in-house file processing through LN.   

 

II. Certification. 
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Recipient’s access to the Limited Access DMF requires certification of purpose, as required by 15 CFR Part 1110 

and section 1001 of Title 18, United States Code.  Recipient hereby certifies that it has the indicated permissible 

purpose(s) under part (a) of this Section II (“Certification”) and that it meets the requirements of part (b) of this 

Section II: 

(a) Such Recipient has a legitimate fraud prevention interest, or has a legitimate business purpose pursuant to 

a law, governmental rule, regulation, or fiduciary duty, will use the Limited Access DMF only for such 

purpose(s), and specifies the basis for so certifying as (choose any applicable purposes that apply to 

Recipient’s use): 

   Legitimate Fraud Prevention Interest: Recipient has a legitimate fraud prevention interest to 

detect and prevent fraud and/or to confirm identities across its commercial business and/or government 

activities.   

   Legitimate Business Purpose Pursuant to a Law, Governmental Rule, Regulation, or 

Fiduciary Duty: Recipient has one or more of the purposes permitted under 42 USC 1306c including 

fraud prevention and ID verification purposes.  Recipient’s specific purpose(s) for obtaining Limited 

Access DMF data under this Addendum is: 

    Fraud Prevention and identity verification purposes 

    For uses permitted or required by law 

    For uses permitted or required by governmental rules 

    For uses permitted or required by regulation 

    For uses necessary to fulfill or avoid violating fiduciary duties 

and 

(b) Recipient has systems, facilities, and procedures in place to safeguard Limited Access DMF, and experience 

in maintaining the confidentiality, security, and appropriate use of such information, pursuant to 

requirements similar to the requirements of section 6103(p)(4) of the Internal Revenue Code of 1986, and  

(c) Recipient agrees to satisfy the requirements of such section 6103(p)(4) as if such section applied to 

Recipient. 

 

III. Flow-down Agreement Terms and Conditions 

The Parties agree to follow the Flow-down Agreement Terms and Conditions found at 

www.lexisnexis.com/risk/DMFDocuments, which are incorporated into this Addendum by reference. 

AUTHORIZATION AND ACCEPTANCE OF TERMS 
 

I HEREBY CERTIFY that I am authorized to execute this Agreement on behalf of the Recipient listed above and 
that I have direct knowledge of the facts stated above.   
 
 Recipient  
   
 Signature  

   

 Print Name       

   
 Title       

    
 Dated       (mm/dd/yy) 
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