
Know Your Customer (KYC) is crucial for 
protecting the financial system against 
crimes such as money laundering, tax 
evasion and financing terrorism. To fulfill 
Financial and Economic Crime (FEC) 
legislation requirements, banks apply their 
KYC policy to the following: 

Blacksmith Brings Financial Counterparty KYC Intelligence 
to ING with LexisNexis® Bankers Almanac API Solution

Bankers Almanac Counterparty KYC API 

The retrieval of data and application of 
policy are generally done manually by KYC 
analysts, leading to inefficiencies in the 
process of creating KYC Client Due Diligence 
(CDD) files.

Accurate KYC information 
regarding clients and financial 
counterparties worldwide

Full ownership structures and 
personnel of its clients and 
financial counterparties

Up-to-date due diligence 
documents to add to reports   
and audit trails

Our developers were quickly able to connect The Bankers 
Almanac Counterparty KYC API to Blacksmith because the 
data set is straightforward, without pollution. Bankers 
Almanac data is accurate and unmatched in its coverage 
of financial institutions. We receive this data via APIs, which 
makes it easy.
-Nynke Postma, Founder of Blacksmith

Blacksmith is a venture incubated at ING Labs in Singapore, built in close 
collaboration with stakeholders in the KYC ecosystem such as KYC analysts 
and compliance officers. Blacksmith enables banks to digitally manage their 
KYC requirements with its best in class Digital Policy Manager (DPM). These 
digital policy settings are automatically applied to data imported from trusted 
sources to quickly generate tailored CDD files. For KYC information regarding 
financial institutions, Blacksmith relies on a simple API integration with 
trusted public data sources, such as Bankers Almanac. Blacksmith doubles the 
productivity of the KYC analysts by automating the creation of CDD files. After 
the launch at ING, Blacksmith is now ready to bring its solution to market and 
welcomes other banks to use it. 

Blacksmith’s Background

Requirements

Product

Banks manage thousands of client relations worldwide. All banks have vast and 
unique sets of policies and requirements that dictate the data and documents 
needed for their KYC process. Analysts are tasked with determining the exact 
requirements based on a range of factors including client location, regulatory 
body, red flags, and more. The determination of these requirements is done 
manually – a time-consuming and tedious process that leaves analysts little time 
to focus on the actual risk assessments they need to conduct. Moreover, banks 
need to continuously change their company policies to meet regulatory changes. 
As policies are detailed in lengthy documents, it can take a bank up to a couple of 
months to implement policy changes.

KYC analysts build a CDD file every time a new client is onboarded; these files 
are then reviewed periodically. Building CDD files is a time-consuming task: KYC 
analysts can spend hours importing and annotating all the correct data and 
documents into their report before they can start to assess risks.

Finally, KYC analysts also face information overload, and the result is that many 
analysts reach out to clients directly to try and source information that is already 
available to them.

The Challenge



Due diligence PDF documents

Financial counterparty information provided directly through the Bankers Almanac Counterparty KYC API include:

We got strong feedback on usability – just three or four clicks and you have your Customer 
Due Diligence file.  After looking up the right client, Blacksmith selects the relevant company 
policy and automatically imports all the KYC, data, documents, and ownership information 
via the Bankers Almanac Counterparty KYC API. What used to take analysts over five hours 
can now be done in a couple of clicks.
-Nynke Postma, Founder of Blacksmith

About LexisNexis Risk Solutions 

LexisNexis® Risk Solutions harnesses the power of data and advanced analytics to provide insights that help businesses and governmental entities reduce risk and 
improve decisions to benefit people around the globe. We provide data and technology solutions for a wide range of industries including insurance, financial services, 
healthcare and government. Headquartered in metro Atlanta, Georgia, we have offices throughout the world and are part of RELX (LSE: REL/NYSE: RELX), a global provider 
of information-based analytics and decision tools for professional and business customers. For more information, please visit www.risk.lexisnexis.com and www.relx.com.

Bankers Almanac Counterparty KYC, Bankers Almanac Due Diligence, Bankers Almanac Ultimate Beneficial Ownership and Bankers Almanac Regulatory Views provided by 
LexisNexis Risk Solutions are not provided by “consumer reporting agencies” as that term is defined in the Fair Credit Reporting Act (15 U.S.C. § 1681, et seq.) (“FCRA”) and 
do not constitute a “consumer report” as that term is defined in the FCRA. Bankers Almanac Counterparty KYC, Bankers Almanac Due Diligence, Bankers Almanac Ultimate 
Beneficial Ownership and Bankers Almanac Regulatory Views may not be used in whole or in part as a factor in determining eligibility for credit, insurance, or employment 
or for any other eligibility purpose that would qualify it as a consumer report under the FCRA. Due to the nature and origin of public record information, the public records 
and commercially available data sources used in reports may contain errors. LexisNexis and the Knowledge Burst logo are registered trademarks of RELX Inc. Copyright © 
2022 LexisNexis Risk Solutions Group. NXR15376-00-0222-EN-US

Blacksmith has built a best-in-class KYC platform that automatically applies KYC requirements to data and documents, creating CDD 
files in a few clicks – ready for analysts to review. 

Data and documents are available within the platform, via the LexisNexis® Bankers Almanac KYC API. The API provides the right 
endpoints for Blacksmith to instantly retrieve accurate KYC data, documents, and ownership links regarding more than 200,000 
financial institutions, including 21,000 banks worldwide. 

“We were quickly able to connect the Bankers Almanac Counterparty KYC API because the data set is very straightforward, without 
pollution. It is clean, and usable for us,” said Nynke.

At ING, analysts can simply select the client and Blacksmith builds the CDD file by applying the right policy settings. This doubles 
analyst productivity and can save hours of work per file. In fact, the entire process runs more quickly and efficiently due to better 
quality data being used from the start. 

To handle regulatory updates, compliance officers can change a risk setting or a rule in the Blacksmith Digital Policy Manager (DPM). 
Once approved, this is automatically applied to all the subsequent CDD requests and all the files that are created with the Bankers 
Almanac data. That helps both quantitatively, in terms of throughput time, and qualitatively, by making the jobs of the analysts and 
compliance officers easier.

“Blacksmith, with its Bankers Almanac integration, helps banks stay up to date with changing regulatory requirements, make better 
use of data, and increase the quality of their KYC assessments,” said Nynke.

The Solution

For more information, visit risk.lexisnexis.com/FCC
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