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The LexisNexis® Risk Solutions Cybercrime Report is based on cybercrime attacks detected 
by the LexisNexis® Digital Identity Network® from January-December 2022. For more detailed 
insights, download the full report at the link below.

Learn more at risk.lexisnexis.com/cybercrime-report
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