LexisNexis® Identity Assessment and Assurance

A revolutionary approach to fraud and identity management

LexisNexis® Risk Solutions can help your government agency identify and authenticate individuals while minimizing friction for trusted identities across their lifecycle. You can get a 360° present-day view of identities in near real time built from multi-dimensional physical and digital identity intelligence, contributory data networks and risk-based authentication solutions.

Our solutions can help you:

- Access decades of physical and digital identity history to assess risk
- Quickly vet identities including foreign nationals
- Authenticate employees working remotely and identify any risk of insider threat
- Spot potential fraud and any history of improper payments at the front end
- Detect business beneficial owners
- Expose fraud rings and cyber-based fraud
- Gain insight into relationships between entities (businesses and individuals)
- Check identities to ensure they’re not synthetic, manipulated or stolen
- Check identities for a connection to terrorism and to organized crime rings

Leverage the power to assess identity and risk in near real time:

- Advanced linking technology: SALT + LexID® (unique identifier) + LexID® Digital
- Finely tuned discernment of synthetic identities
- High reliability, LexID – 99.999% accuracy
- Ability to resolve identities of people in government programs – 98% accuracy
- Network analysis – 36B transactions per year
- Digital identity network – 6,000+ contributing organizations
Jump-start your fraud detection and prevention strategies

LexisNexis Risk Solutions has proven identity workflows to help you identify and authenticate individuals in an omni-channel environment. Our solutions combine physical and digital identity intelligence with behavioral biometrics (i.e. keystrokes, swipe speed, device location). The result is your agency will recognize online individuals in near real time, accept trusted transactions often with lower user friction, while mitigating cybercriminal activity.

Our identity solutions help prevent fraud using a comprehensive multi-layered workflow. They offer a robust view of identity trust not possible using other fragmented identity products. LexisNexis Risk Solutions provides appropriate levels of authentication based on transaction risk, while supporting efficient downstream investigations and case management. These solutions are fully configurable to your agency's specific compliance needs and use case workflows.

Our flexible, responsive tools allow you to:

- Waterfall authentication workflows based on identity and transaction risk
- Provide trusted clients a streamlined, frictionless experience
- Protect client accounts and data from fraudulent access
- Reduce false positives for faster decisioning and less manual intervention
- Detect bots, malware and other suspicious activity
- Pair upfront identity and authentication solutions with back-end fraud tools
- Create a closed-loop system that identifies, examines and continuously learns

For more information, call 888.579.7638 or visit risk.lexisnexis.com/government

Additional information

LexisNexis Risk Solutions
1100 Alderman Drive
Alpharetta, GA 30005
TIN: 41-1815880
DUNS: 13-6723967
CAGE Code: 3HV62
IAL2 Certified & ISO 27001/2
NIST SP 800-53 Encryption
FISMA Compliance

About LexisNexis® Risk Solutions

LexisNexis Risk Solutions harnesses the power of data and advanced analytics to provide insights that help businesses and governmental entities reduce risk and improve decisions to benefit people around the globe. We provide data and technology solutions for a wide range of industries including insurance, financial services, healthcare and government. Headquartered in metro Atlanta, Georgia, we have offices throughout the world and are part of RELX (LSE: REL/NYSE: RELX), a global provider of information-based analytics and decision tools for professional and business customers. For more information, please visit www.risk.lexisnexis.com and www.relx.com.

Our government solutions assist law enforcement and government agencies with deriving insight from complex data sets, improving operational efficiencies, making timely and informed decisions to enhance investigations, increasing program integrity and discovering and recovering revenue.