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Geopolitical tensions, disrupted supply chains and low economic confidence all played a hand 
in the cost of living crisis hitting major parts of EMEA. These conditions are making customers 
increasingly concerned and fraudsters increasingly opportunistic. Transactions in the region 
climbed up by 22% year-over-year (YOY), a trajectory far surpassed by increases in automated 
bot attacks which grew by 75% YOY.

EMEA has generally seen lower 
attack rates than the global average 
for several years due to the region’s 
digital maturity and the high 
amount of trust built up between 
companies and digital identities. 
Recent regulations enforcing 
the use of strong customer 
authentication as well as emerging 
regulations around scam liabilities 
continue to drive the focus on 
digital fraud prevention.
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+7% increase in percentage 
of attacks coming from 
mobile devices YOY.

ATTACK RATE

The LexisNexis® Risk Solutions Cybercrime Report is based on cybercrime attacks detected by 
LexisNexis® Digital Identity Network® from January-December 2022. For more detailed insights, 
download the full report at the link below.

Learn more at risk.lexisnexis.com/cybercrime-report

Human-Initiated 
Attack Volume 141M
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