
True Cost of Financial
Crime Compliance Study
Global Summary

Better KYC data and analysis is needed.
% Ranked Among Top 3

Investigate both the physical 
(name, address, documents) 
and digital identity attributes 
(the digital footprint, devices, 
and behavior of the entity)

Assess both the individual (Is this 
the right person?) and the 
transaction (Are there anomalies 
with the transaction?)

Incorporate both the
individual(s) (KYC) and the 
business(es) (KYB)

Leverage data analytics to 
assess risks and behaviors
in real-time

E�ective Solution
It is important to assess both the individual and the business (if a business account) with a need for 
real-time behavioral data/analytics. 
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Lower Average Annual
Cost of Compliance

Mid/large average annual compliance costs: 
Markets with highest annual spend (France, Germany, Netherlands)

Distribution of Compliance Operations Costs

Fewer Negative Impacts to 
Compliance Operations

How LexisNexis® Risk Solutions can help.
LexisNexis® Risk Solutions is ready to support your company 
reduce the cost of financial crime. Contact us to learn more.

The global true cost of financial crime compliance series 
provides industry-driven insight into financial crime 
compliance around the world. 

The projected total cost of financial crime compliance across 
all financial institutions in the 2022 study markets in North 
America, LATAM, EMEA and APAC is $274.1B.

The average annual cost of financial crime compliance per 
organization has risen by double-digits since the pandemic 
began in 2020, with U.S. financial institutions reporting the 
highest YOY dollar changes.

We surveyed 1,088 financial crime compliance decision makers across multiple markets and 
organization types:
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EMEANORTH AMERICA

LATAM APAC

Respondents included decision
makers within the financial crime 
compliance function who oversee:

Organizations represented:
Where organizations are referred
to in terms of asset size**, 
they are defined as:

Know Your Customer (KYC) remediation

Sanctions monitoring

Anti-Money Laundering (AML)

Transaction monitoring

Compliance operations 

Banks

Investment Firms

Asset Management Firms

Insurance firms 

Small: Less than $10B total assets

Mid/large: $10B+ total assets 

Canada, United States

 

Brazil, Chile, Colombia, Mexico, Panama

 

France, Germany, Netherlands,
Poland, South Africa, 
Baltic States (Estonia, Latvia, Lithuania), 
Central E. Europe (Czech Republic, 
Hungary), UAE, Middle East (Other) 
(Saudi Arabia, Bahrain, Qatar)

Japan, Australia, China,
India, Malaysia

*The UK was conducted in a separate survey in early 2021; Italy was not included as a market in this 2022 study. However, projected financial crime compliance costs based on 
previous years have been provided for inclusion in this report. 
** All currency references in this report are based on USD.
Note: As the survey was run in late 2021 and early 2022, the findings do not reflect impacts of the ongoing situation in Ukraine.
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As the scope of financial crime increases, 
financial institutions are dealing with a broader 
set of screening and compliance operations 
challenges. The digital transformation and 
Open Banking contributes to this. 
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20222020 ChangeNorth America

$35.3B $40.7B +15.6% $5.5United States

$6.8B $9.2B +35.2% $2.4BCanada

20222020 ChangeSouth Africa

$3.3B $3.8B +15.1% $0.50BSouth Africa

20222020 ChangeEurope

$57.18B $61.6B +7.8% $4.5BGermany

$24.8B $27.3B +10.1% $2.5BFrance

$3.3B $3.7B +12.1% $0.4BNetherlands

$3.0B $3.3B +10.0% $0.3BBaltic States**

$3.0B $3.9B +30.0% $0.9BCentral/Eastern Europe**

20222020 ChangeLATAM

$3.98B $4.2B +5.5% $0.22BBrazil

$0.90B $1.0B +11.1% $0.10Mexico

$0.50B $0.76B +52.0% $0.26BChile

$0.18B $0.23B +27.7% $0.05BColombia

20222019 ChangeAPAC

$3.98B $4.2B +5.5% $0.22BIndia

$3.98B $4.2B +5.5% $0.22BMalaysia

20222020 ChangeMiddle East

$3.4B $4.2B +23.5% $0.80BSaudi Arabia, UAE, Bahrain, Qatar

Labor, in the form of salaries, is the single largest component of increased costs as firms
continue to hire, though costs also include investment in remote working technology/systems 
and compliance so�ware. 

Global Average

Labor/resource costs (salaries)

Labor/resource costs (training)

Technology (KYC so�ware)

Technology (network/systems, remote working)

External costs related to outsourcing �����������
7%

33%18%

20%

22%

Factors Driving AML Compliance Costs

Increased geo-political risk

Increasing AML regulation

Evolving criminal threats

Increased data privacy requirements

Investment in new technology, tools

Increasing AML activity

Investment in risk management, de-risking

Increased sta�ing costs

More complex investigations

More rigorous, time intensive investigations

68%

68%

68%

58%

49%

49%

45%

45%

42%

38%

% Ranked Among Top 3

Financial institutions are being exposed to an increasing level 
of various types of financial crime, including those involving 
digital payments, cryptocurrency, third parties and tra�icking 
of proceeds. 
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Trade-based money laundering schemes 67% Financial crime involving digital payments 67%

Corporate structures to launder 
crime proceeds 64% Money mules laundering crime proceeds64%

Financial crime involving cryptocurrency66% Professional advisers legitimizing
illegal activities 65%

Corruption and bribery within supply chain 62% Proceeds of tra�icking59%

E�ective KYC risk profiling of the business entity

Complexity and broadness of KYC business data

Lack of due diligence data about a business 

Maintaining an audit trail of KYC searches

Identifying relationships between business entities 

Non-cooperation from the business

Lack of up-to-date information on the business

Identifying Ultimate Beneficial Owners

Lack a single view of risk for a business entity

Lacking critical identifying attributes of a business

Lack of a standard data registry within non-U.S. markets

Non-standard documentation with o�shore financial centers

58%58%

57%57%

54%54%

50%50%

49%49%

48%48%

45%45%

41%41%

40%40%

34%34%

27%27%

9%9%

Financial institutions that have invested in technology solutions, 
to support financial crime compliance e�orts, have experienced 
lower costs and fewer compliance operations challenges.
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A multi-layered solution approach to financial crime compliance and identity proofing is 
essential as criminals become more sophisticated. 

As an illustration, mid/large financial firms in the highest spending EMEA markets (France, 
Germany and Netherlands) which dedicate 50% or more of their annual compliance costs to 
technology experienced: 

>50% 
labor 

$56.2M

>50% 
technology

$44M

% mid/large indicating challenges with: 
>50% 
labor

>50% 
technology

Identifying Ultimate Beneficial Owners45% 21%

58% 41%

58% 39%

54% 42%

Manual workloads

Delayed on-boarding

Longer due diligence times

*The UK was conducted in a separate survey in early 2021; Italy was not included as a market in this 2022 study. However, projected financial crime compliance costs based on 
previous years have been provided for inclusion in this report. 
** All currency references in this report are based on USD.
Note: As the survey was run in late 2021 and early 2022, the findings do not reflect impacts of the ongoing situation in Ukraine.

risk.lexisnexis.com 

Labor

Technology

Outsourcing

$3.98B

$3.98B

$3.98B
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