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How is cybercrime trending
across the Asia Pacific region?

@@

The LexisNexis® Digital Identity Network® analyzed actual online transactions originating
from the Asia Pacific (APAC) region for fraudulent activities, from July - December 2018.
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HONG KONG is emerging as a prime target for attacks
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Due to the global widespread dissemination of breached identity data, no region is safe from
cybercrime. The solution to this growing epidemic is a layered defense of fraud, identity and
authentication capabilities, executable in real time, and across the entire customer lifecycle.

To learn more and download the full APAC Cybercrime Report,
visit risk.lexisnexis.com/apacccr
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